
1

NATO funding for defence research, technology and innovation 
and the Italian National Military Research Plan

Ltc. (A) Antonio Palermo

Secretariat General of Defence
and National Armaments Directorate
5th Department – Technological Innovation

Rome, 20th November 2023

IEEE Workshop on Technologies for Defense and Security

ROUND TABLE Funding for Innovation in Defense and Security

+39 06 469130722

r5u2s3@sgd.difesa.it 



2

National Military Research Plan



3

National Military Research Plan
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National Military Research Plan
National defence R&T priorities

• This area includes the development of Intelligence Surveillance 
Reconnaissance (ISR) technologies and intelligence dissemination technologies 
through innovative C2 systems and information fusion.

1. C2 &  MULTI-DOMAIN SITUATION AWARENESS

• This area includes technologies for spacecraft defense & in-orbit servicing, 
space operations (Military Satellite Communications, Space Domain 
Awareness, Earth Observation), access to space, stratospheric vehicles.

2. SPACE TECHNOLOGIES

• This area includes the development of all the technologies related to cyber 
defense and exploitation operations.

3. CYBER SECURITY

• This area includes technologies for human enhancement awareness (offensive 
and defensive) and Veteran Rehabilitation.

4. SOLDIER EMPOWERMENT 

• This area includes technologies for the development and contrast of Robotic 
Autonomous Systems (RAS), Unmanned Systems (UxV);

5. AUTONOMOUS SYSTEMS

• Technologies to contrast emerging threats such direct energy weapons, counter-A2/AD, cyber 
electromagnetic activities, hypersonic weapons.

7. CONTRAST TO EMERGING THREATS

• This area includes technologies for Big Data Analysis and (with high variety), autonomous 
navigation in  non-permissive EM environment;  swarm intelligence and precision targeting.

6. ARTIFICIAL INTELLIGENCE

• Technologies for the underwater warfare.

8. UNDERWATER WARFARE

• Technologies for the urban warfare.

9. URBAN WARFARE

• This area includes the development of all the technologies related to energy sustainability and 
resilience.

10. ENERGY

• Bioinformatics, Biosensors, Bioelectronics, smart materials & nanotechnologies; technologies 
for CBRN defense.

11. BIOTECHNOLOGIES

Approved by the CHOD
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National defence R&T priorities

• List of research programs/proposals assessed as of 
priority interest by the Technical-Operational Area 
according to National Defence R&T priorities.

1. OPERATIONAL INTEREST

• Clarity and validity of the objective

• Credibility of the proposed methodology

• Innovative potential and technological advancement 
compared with the state of the art of research in the 
specific field

2. EXCELLENCE      

National Military Research Plan  
Evaluation Criteria

• Impact of project outputs in terms of technological 
advancement for aspects of defense and national security 
interest

• Impact of project outputs on capabilities, growth and 
industrial competitiveness

• Disruptive impact and synergies with international 
cooperation

• Possible synergies with European R&T programs.

3. IMPACT

• Quality and effectiveness of the work plan and risk 
management

• Appropriateness of the estimated budget and adequacy of 
the research team in terms of participation and expertise

• Expertise and know-how of the proposer within the scope of 
the submitted project

• Public-private collaboration

• Type of proposer

4. IMPLEMENTATION 
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National Military Research Plan
web pages

https://pnrm.difesa.it/

https://www.difesa.it/SGD-DNA/Staff/Reparti/V/Pagine/LaRicercaInnovazione.aspx

https://pnrm.difesa.it/
https://www.difesa.it/SGD-DNA/Staff/Reparti/V/Pagine/LaRicercaInnovazione.aspx
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National defence R&T prioritiesOther research initiatives
at national level

 Defence test centres

 Framework Agreements

Centro 
Polifunzionale di 
Sperimentazione 
(CEPOLISPE)

Centro Tecnico 
Logistico Interforze 
NBC (CETLI NBC)

Centro Simulazione 
e Validazione 
dell’Esercito 
(CESIVA)

Reparto tecnico 
elettronico (RTE) del 
Comando 
Trasmissioni

Army

Centro Di Supporto 
e Sperimentazione 
Navale (CSSN)

Centro Interforze 
Studi Applicazioni 
Militari (CISAM)

Centro di 
Programmazione 
della Marina Militare 
(MARICENPROG)

Navy
Divisione Aerea di 
Sperimentazione 
Aeronautica e 
Spaziale (DASAS)

Poligono 
Sperimentale e di 
Addestramento 
Interforze di Salto di 
Quirra (PISQ)

Air Force
Ufficio Tecnico 
Territoriale 
Armamenti Terrestri 
(RM)

Uffici Tecnici 
Territoriali Di 
Commissariato (NA 
e FI)

T/A area

Istituto di Scienze 
Biomediche della 
Difesa

T/O area -
joint
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DIANA (Defence Innovation Accelerator for the

North Atlantic)
Overview

 a network of technology test centres will enable innovators to engage in co-development with Allied military end

users and conduct testing, evaluation, verification and validation of their proposed solutions;

 a transatlantic accelerator network will boost the development of technological solutions by start-ups through

participation in a competitive programme. The programme will bring together start-ups from across the Alliance;

provide opportunities for co-development with Allied operators; and educate on business practices.

 a rapid adoption service DIANA’s Rapid Adoption Service (RAS) will help Allied national entities develop and rapidly

procure the most promising solutions from DIANA’s innovators;

 a trusted capital database matchmaking Allied start-ups with trusted investors;

 Regional Headquarters in Europe and North America to coordinate and drive all DIANA activities.

The Alliance is confronted with a new wave of transformative technologies (referred to as Emerging and Disruptive Technologies (EDTs)). Their

adoption into Allied militaries is critical to the maintenance of the Alliance’s technological edge, but their development is not driven by the

public sector.

DIANA will leverage several elements:
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DIANA (Defence Innovation Accelerator for the

North Atlantic)
Accelerators
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DIANA (Defence Innovation Accelerator for the

North Atlantic)
Test Centres
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DIANA (Defence Innovation Accelerator for the

North Atlantic)
Operating cycle of Challenges

June 2023, 3 pilot challenges: energy resilience, secure information sharing, and sensing and surveillance



12

NATO Science for Peace and Security (SPS)

Programme
Overview

 Science and Technology: SPS promotes dialogue and practical cooperation based 

on scientific research, technological innovation and knowledge exchange.

 Funding for civilian institutions: SPS funds cooperation among two or more 

civilian entities (universities, research centres) through grants.

 Cooperation with partners: Each SPS-supported activity must involve at least one 

NATO Ally and one NATO partner nation.

 Security impact: All SPS-supported activities must have an impact on security and 

a clear link to NATO objectives.

 A set of key priorities agreed by Allies define the 

Programme’s areas of work.

 Based on NATO strategic concept and political guidance.

 All SPS activities must address at least one of the SPS 

key priorities.

 The SPS Programme provides funding for four types of activities:

1. R&D Multi-Year Projects (MYP)

2. Events 
1. Advanced Research Workshops (ARW)

2. Advanced Study Institutes (ASI)

3. Advanced Training Courses (ATS)

 The SPS Programme only accepts proposals submitted in response to calls for proposals advertised on its website.       

Defining features

Specific types of grants

Specific themes
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NATO Science for Peace and Security (SPS)

Programme
Key Priorities

Counter-
terrorism

Energy Security Cyber Defence

CBRN Defence
Environmental 

Security
Support to NATO-

led Operations

Advanced 
Technology

Border and Port 
Security

UXO Detection 
and Clearance

Social Aspects of 
Security

Other

 38% of ongoing activities address the key 
priority of Advanced Technology.

 An increasing number of activities focus 
on Energy Security, Environmental 
Security and the broader Climate and 
Security agenda.

 The current key priorities are under 
revision to increase alignment with 
NATO’s growing portfolio.
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NATO Science for Peace and Security (SPS)

Programme
Types of grants

 Duration: 24-36 months

 TRL: up to 5-6 (technology validated or demonstrated in a relevant environment)

 Budgets up to EUR 400,000

 Funding for:

 Project-related equipment (funded 100%)

 Travel

 Training and stipends for early stage researchers

 Salaries (co-funding)

 Sustainability: Involvement of public and private end-users to bring results 

forward.

Advanced Research Workshops: Knowledge exchange among 

experts
 Duration: 2-5 days

 Funding up to EUR 40,000 for direct organizational costs and speakers’ 

travel

 Participants: Experts sharing know-how on contemporary challenges

Advanced Training Courses: Transferring knowledge to partners
 Duration: 5-7 days

 Budget: up to EUR 60,000 for direct organizational costs and speakers’ 

travel

 Participants: Specialists and trainees from partner nations

Advanced Study Institutes: Advancing knowledge among 

specialists
 Duration: 7-10 days

 Budget: up to EUR 60,000 for direct organizational costs and speakers’ 

travel

 Participants: Post-Doctoral researchers

R&D Multi-Year Projects (80% of ongoing SPS grants) Events (20% of ongoing SPS grants)
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NATO Science for Peace and Security (SPS)

Programme
The application and review process

Approval (30% success rate)

Start of collaboration

Review

Political Review by Allied Countries (PCSC)
Peer Review by the Independent Scientific Evaluation 

Group (ISEG)

Submit
Submit application in response to a call for proposals

Select topic and grant mechanism
MYP, ARW, ATC, ASIAddress a topic in line with SPS key priorities

Select experts and institutions
At least one researcher and institution in a partner countryAt least one researcher and institution in a NATO Country
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NATO Science for Peace and Security (SPS)

Programme
Call for proposal 2024/1

Now open – Deadline 21 January 2024 https://natosps.grantplatform.com/

https://natosps.grantplatform.com/
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NATO Science & Technology Organization
Overview

S T B

support

Chair and secretariat

CMRE
PoW

Advice

delivery delivery

governance

delivery support

Legend

staff

committee

O C S
Brussels, BEL

C S O
Paris, FRA

Panels / 
Group

C M R E
La Spezia, ITA

CPoW

paying customers

in Nations and NATO

capability development

in Nations
leadership

in Nations and NATO

AVT – Applied Vehicle Technologies
HFM – Human Factors and Medicine
IST – Information Systems Technologies
SAS – System Analysis & Studies
SCI – Systems Concepts & Integration
SET – Sensors & Electronics Technologies
NMSG – NATO Modelling and Simulation Group
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NATO Science & Technology Organization
Collaborative business model

STO Collaborative Program of Work CPoW

300 (+) 
Collaborative S&T Activities

5000 (+) 
Active Scientists

100 (+) 
Publications per year

31 Allies + 3 EOPs



19

NATO funding for defence research, technology and innovation 
and the Italian National Military Research Plan

Ltc. (A) Antonio Palermo

Secretariat General of Defence
and National Armaments Directorate
5th Department – Technological Innovation

Rome, 20th November 2023

IEEE Workshop on Technologies for Defense and Security

ROUND TABLE Funding for Innovation in Defense and Security

+39 06 469130722

r5u2s3@sgd.difesa.it 


