IEEE Workshop on Technologies for Defense and Security

ROUND TABLE Funding for Innovation in Defense and Security

NATO funding for defence research, technology and innovation
and the ltalian National Military Research Plan

Ltc. (A) Antonio Palermo

Secretariat General of Defence
and National Armaments Directorate

ath Department - Technological Innovation
+3d 06 463(30727

Rome, 20th November 2023 rauZsd@sgd.difesa.it




Segretariato Generale della Difesa e

Nﬂtiﬂ"al MI|ItEII‘V RESEﬂPEh Plﬂn Direzione Nazionale degli Armamenti

A
DNA




Segretariato Generale della Difesa e

Nﬂtiﬂ"al MI|ItEII‘V RESEﬂPEh Plﬂn Direzione Nazionale degli Armamenti

A
DNA

Cycle

Unsolicited projects

0.6./D.1./N Rep./Task Force for technical advice

December X
Industry/Academia/Government Entities
I February X+| SGD V \
— Desgr[t)n'\llent —) Notification to those
Call SED/NAD P I June X+ eIigibIe for funding
fromJuly toNovember ™= February A+
year X Approval by
November X SG/NAD
December X l April X+
May X+
OGS / DIGO )
National Defence R&T Priorities Ranking

list N SGD V prepares

the approval
l I note

DGS, Defence General Staff
SG/NAD, Secretary General/National Armaments Directorate
DIGO, Defense Innovation General Dffice

* appointend by SG6/NAD




National Military Research Plan

National defence R&T priorities

mum |- CZ & MULTI-DOMAIN SITUATION AWARENESS
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Approved by the CHOD

® This area includes the development of Intelligence Surveillance
Reconnaissance (ISR) technologies and intelligence dissemination technologies
through innovative G2 systems and information fusion.

7. CONTRAST TO EMERGING THREATS

= Technologies to contrast emerging threats such direct energy weapons, counter-A2/AD, cyber
electromagnetic activities, hypersonic weapons.

mmm 2. SPACE TECHNOLOGIES

B. ARTIFICIAL INTELLIGENCE

= This area includes technologies for spacecraft defense & in-orbit servicing,
space operations (Military Satellite Communications, Space Domain
Awareness, Earth Observation), access to space, stratospheric vehicles.

= This area includes technologies for Big Data Analysis and (with high variety), autonomous
navigation in non-permissive EM environment; swarm intelligence and precision targeting.

8. UNDERWATER WARFARE

mmm - CYBER SECURITY

= Technologies for the underwater warfare.

= This area includes the development of all the technologies related to cyber
defense and exploitation operations.

9. URBAN WARFARE

® Technologies for the urban warfare.

4. SOLDIER EMPOWERMENT

= This area includes technologies for human enhancement awareness (offensive
and defensive) and Veteran Rehabilitation.

10. ENERGY

= This area includes the development of all the technologies related to energy sustainability and
resilience.

mmm - AUTONOMOUS SYSTEMS

» This area includes technologies for the development and contrast of Robatic
Autonomous Systems (RAS), Unmanned Systems (LxV);

1. BIOTECHNOLOGIES

» Bininformatics, Biosensors, Bioelectronics, smart materials & nanotechnologies; technologies

for CBRN defense.




National Military Research Plan

Evaluation Criteria

I. OPERATIONAL INTEREST

= |ist of research programs/proposals assessed as of
priority interest by the Technical-Operational Area
according to National Defence R&T priorities.
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mm o IMPACT

= |mpact of project outputs in terms of technological
advancement for aspects of defense and national security
interest

= |mpact of project outputs on capabilities, growth and
industrial competitiveness

= [isruptive impact and synergies with international
cooperation

= Possible synergies with European RaT programs.

s 2. EXCELLENCE

= [larity and validity of the objective
= [redibility of the proposed methodology

= |nnovative potential and technological advancement
compared with the state of the art of research in the
specific field

mmm 4. IMPLEMENTATION

» [luality and effectiveness of the work plan and risk
management

= Appropriateness of the estimated budget and adequacy of
the research team in terms of participation and expertise

» Expertise and know-how of the proposer within the scope of
the submitted project

= Public-private collaboration
= Type of proposer
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Home Page / SGD-DNA / Staff e organizzazione / Reparti / \/ Reparto - Innovazione Tecnologica / = oA
La Ricerca & Innovazione

Il Direttore

La Ricerca & Innovazione

Biografia del Direttore

Il Vice Direttore del Reparto

Biografia del Vice Direttore ~AMVERTENZE -

Organigramma del Reparto

La ricerca scientifica, unitamente allinnovazione tecnologica che ne deriva, é attivita idonea a Uffici e Servizi o s, acitatamenea, aogars il PEC un et weario o e L

definire il livello del progresso sociale ed economico dell'intero sistema Paese, influenzando

significativamente il benessere e la qualita della vita dell'intera collettivita nazionale. Per questo e e — Carica Bozza Progetto
motivo, il Ministero dell

sforzo possibile per ope

Alleanze di cui fa part AVVISO

dell'innovazione tecnolog

Sono aperti i termini di presentazione delle proposte di progetti di ricerca per il Piano Nazionale httDS//WWWd”:ESE|t/SB[]'DNA/StHH/REDErt|/V/PHg|HE/LHR|EEFEH|HHDVBZ|DHEBSDX

della Ricerca Militare (PNRM) 2024. La scadenza per la presentazione delle proposte del PNRM
2024 @11 13/11/2023 (23:59 e 59 secondi).

https://pnrm.difesa.it/

Per quanto attiene al PNRM 2023 sono state inviate dedicate comunicazioni ai proponenti delle proposte ammesse a

finanziamento.

Per la formulazione di proposte di progetti di ricerca tecnologica nell'ambito del PNRM tutti i
soggetti proponenti interessati devono presentare la richiesta utilizzando esclusivamente la
procedura informatizzata al seguente /ink:



https://pnrm.difesa.it/
https://www.difesa.it/SGD-DNA/Staff/Reparti/V/Pagine/LaRicercaInnovazione.aspx

Dther research

at national level

Initiatives

Army

= [Jefence test centres

» framework Agreements

/

Centro
Polifunzionale di
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DIANA (Defence Innovation Accelerator for the

North Atlantic)

Overview
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The Alliance is confronted with a new wave of transformative technologies (referred to as Emerging and Disruptive Technologies (EDTs)). Their
adoption into Allied militaries is critical to the maintenance of the Alliance's technological edge, but their development is not driven by the
public sector.

DIANA will leverage several elements:

a network of technology test centres will enable innovators to engage in co-development with Allied military end
users and conduct testing, evaluation, verification and validation of their proposed solutions;

a transatlantic accelerator network will boost the development of technological solutions by start-ups through
participation in a competitive programme. The programme will bring together start-ups from across the Alliance;
provide opportunities for co-development with Allied operators; and educate on business practices.

a rapid adoption service DIANA's Rapid Adoption Service (RAS) will help Allied national entities develop and rapidly
procure the most promising solutions from DIANA's innovators;

a trusted capital database matchmaking Allied start-ups with trusted investors;

Regional Headquarters in Europe and North America to coordinate and drive all DIANA activities.




Segretariato Generale della Difesa e

DIANA (Defence Innovation Accelerator for the [l s
North Atlantic)

A
DNA

Accelerators

DIANA Network: Accelerators
st 20 July 2023

Accelerator for the
North Atlantic
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Test Centres

DIANA Network: Test Centres
i 20 July 2023

Accelerator for the
North Atlantic

GERMANY -9 sites L] ESTONIA -7 sites -
Al, data, autonomy, space, DENMARK - 4 sites == Al, data, autonomy, cyber, robotics,
quantum, hypersonics, secure quantum, nanotechnalogies, space, quantum, biotechnologies,
communications, energy and novel materials, optics, novel materials, manufacturing,
Key propulsion, semiconductors laser, metrology unmanned vehicles, aerospace
NETHERLANDS - 2 sites == | \, / LATVIA —
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UNITED KINGDOM 555
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~

HUNGARY - 2 sites ==

~
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advanced manufacturing,
hypersonics, space

Al, data, autonomy

SPAIN - 5 sites = . = -
Al, maritime, neurotechnology, ' ° O ;Fg;gf,[ﬂgnﬂ::s
56, quantum communications, prowy /’ \ computing, cyber ’
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A =i hypersonics, guantum
° \ :

_ O - GREECE - 4 sites =
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DIANA (Defence Innovation Accelerator for th
North Atlantic)

Operating cycle of Challenges

B PHASE 4: OPT-IN ACTIVITIES
PHASES 0 - 3: DIANA’S CORE ACTIVITIES; JOINTLY FUNDED ‘AT 30’ (OFFRAMPS INCLUDING RAPID ADOPTION SERVICE)
PHASE 0 PHASE 1 PHASE 2 PHASE 3 PHASE 4
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June 2023, 3 pilot challenges: energy resilience, secure information sharing, and sensing and surveillance

50 000 EUR * 20
start-ups for 10
Challenge
Programs
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Overview
Defining features Specific themes
= Science and Technology: SPS promotes dialogue and practical cooperation based = A set of key priorities agreed by Allies define the
on scientific research, technological innovation and knowledge exchange. Programme's areas of work.
= Funding for civilian institutions: SPS funds cooperation among two or more = Based on NATD strategic concept and political guidance.
civilian entities (universities, research centres) through grants. = Al SPY activities must address at least one of the SPS
= [Cooperation with partners: Each SPS-supported activity must involve at least one key priorities.

NATO Ally and one NATO partner nation.

= Security impact: All SPS-supported activities must have an impact on security and
a clear link to NATO objectives.

Specific types of grants

= The SPS Programme provides funding for four types of activities:

} RaD Multi-Year Projects (MYP)

2. Events
! Advanced Research Workshops (ARW)
2. Advanced Study Institutes (ASI)

d. Advanced Training Courses (ATS)
= The SPS Programme only accepts proposals submitted in response to calls for proposals advertised on its website
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Programme

Key Priorities

Counter- :

Energy Security Cyber Defence
CRRN Defence Enkunmpntal Support to NATI]-
Security led Operations
Advanced Border and Port LIX0 Detection
Technology Security and Clearance
Social Aspects of Other
Security

= 8% of ongoing activities address the key
priority of Advanced Technology.

= An increasing number of activities focus
on Energy Security, Environmental
Security and the broader Climate and
Security agenda.

= The current key priorities are under
revision to increase alignment with
NATO's growing portfolio.
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NATO Science for Peace and Security (SPS)

Programme
Types of grants

R&D Multi-Year Projects (80% of ongoing SPS grants) Events (20% of ongoing SPS grants)

= Duration: 74-38 maonths Advanced Research Workshops: Knowledge exchange among

= TRL: up to 9-b (technology validated or demonstrated in a relevant environment) Experts

= [uration: 2-0 days
- BUdg_Ets up to ELIR 400,000 = Funding up to EUR 40,000 for direct organizational costs and speakers'
= Funding for: travel
v' Project-related equipment (funded 100%) = Participants: Experts sharing know-how on contemparary challenges
v Travel Advanced Training Courses: Transferring knowledge to partners
v" Training and stipends for early stage researchers = Duration: 3-7 days
v" Salaries (co-funding) = Rudget: up to EUR 60,000 for direct organizational costs and speakers’
= Sustainability: [nvolvement of public and private end-users to bring results travel
farward. = Participants: Specialists and trainees from partner nations

Advanced Study Institutes: Advancing knowledge among

specialists

= Duration: 7-10 days

= Budget: up to EUR 60,000 for direct organizational costs and speakers’
travel

= Participants: Post-Doctoral researchers ﬂ
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NATO Science for Peace and Security (SPS)

Programme

The application and review process

A
DNA

Select experts and institutions

At least one researcher and institution in a NATO Country At least one researcher and institution in a partner country

A 4

2| € 010 ANd dI'a )
Address atopic in line with SPS key priorities MYP, ARW, ATC, ASI

Submit application in response to a call for proposals

A 4

Peer Review by the Independent Scientific Evaluation

Group (ISEG) Political Review by Allied Countries (PCSC)

A4

Start of collaboration

V.
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NATO Science for Peace and Security (SPS)

Programme
Call for proposal 2024/1

Now open - Deadline 21 January 2024

https://natosps.grantplatform.com/

NATO

Available opportunities

Home

1. The NATO SPS Programme

® D

2. SPS grants
3. SPS grants for Multi-Year Projects (MYP)

4. SPS grants for Events

5. SPS Photo Contest
i ]

Log in or regjster

Emai

| |

Share

f]x]Plin]s

AR
)/

Science for Peace and
Security (SPS) Programme

-

The SPS Programme is currently accepting applications only for the

OTAN

opportunities listed below:

2024/1 call: SPS Events (ARW, ASI, ATC)

Science for Peace and Security | =
| Start application
Welcome to the grants platform of the NATO Science for Peace and
Security (SPS) Programme!
-
: Q
On this page, you may: L g 3 ) : ; .
o N 2024/1 call: SPS Multi-Year Projects (MYPs)
» See all available opportunities offered by the NATO SPS Programme.
» Create a new user account or log into your existing account. Start application b
= Submit your own application. "
» See the applications you have previously submitted. 1
5

How to apply:

@ Register an account. SPS Photo Contest
e Find the contest or call you want to apply for.
e Start your application. Start appllcatlon

e Submit your application.

For any questions on SPS grants, click here to contact the SPS Programme
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Overview

Legend
O . Chair and secretariat
committee
Science and Technology w,l I:I stff
Organization \.A';/ governance
\ 4 v v 1
CMRE Panels / support} - cs0 ocs
La Spezia, ITA Group Paris, FRA Brussels, BEL

AVT - Applied Vehicle Technologies delivery ) suppart
HFM - Human Factors and Medicine delivery delivery

IST - Information Systems Technologies

SAS - System Analysis & Studies

SCI - Systems Concepts & Integration

SET - Sensors & Electronics Technologies
NMSG - NATO Modelling and Simulation Group

——————

¥

¥

$

paying customers capability development leadership
in Nations and NATO in Nations in Nations and NATO
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Collaborative business model

31 Allies + 3 EOPs

5000 (+) 300 (+) 100 (+)

Active Scientists Collaborative S&T Activities Publications per year
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